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Router Hardening 

All the traffic going in and out of your business or home, goes through the router. Many times 
the router is set with the manufacturer’s default password and settings which can be exploited 
by a perpetrator. In this short 4-minute training video, at the Protected Voices: Router Hardening — 
FBI website, we will learn how to better secure your business or home router. 

 

Learn more at Hardening_Network_Devices.Pdf (Defense.Gov) 

https://www.fbi.gov/video-repository/protected-voices-router-hardening-102319.mp4/view
https://www.fbi.gov/video-repository/protected-voices-router-hardening-102319.mp4/view
https://media.defense.gov/2020/Aug/18/2002479461/-1/-1/0/HARDENING_NETWORK_DEVICES.PDF
https://www.fbi.gov/video-repository/protected-voices-router-hardening-102319.mp4/view

